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Analiza przedstawiania ataków dronów w kontekście wojny 

Rosyjsko-Ukraińskiej na platformie YouTube – perspektywa 

propagandy, wizualizacji i cyfrowej mobilizacji 

 

 

Streszczenie 

Konflikt rosyjsko-ukraiński (2022–2025) stanowi paradygmat wojny cyfrowej (digital 

war), w której kluczowym elementem stała się triada technologiczna: media społecznościowe, 

cyfrowy crowdfunding i komercyjne drony. Celem niniejszego artykułu jest analiza sposobów 

wizualnego i narracyjnego przedstawiania ataków dronów na polu bitwy w materiałach wideo 

publikowanych na platformie YouTube, z naciskiem na ich rolę w strategicznej komunikacji  

i mobilizacji zasobów. Badanie, oparte na analizie treści wideo (2021-2024), identyfikuje 

dominujące wzorce wizualne oraz techniki propagandowe. Materiały te, często rejestrowane w 

wysokiej rozdzielczości z użyciem cyfrowego zoomu, tworzą „perspektywę oka Boga” (God's-

eye view), która sprzyja postrzeganiu walki jako technicznego, moralnie zdystansowanego 

aktu, co jest spójne z mechanizmami dehumanizacji wroga (np. określeniami „foreign animal 

hunter” lub „ukronaziści”). Kwestia ta jest kluczowa, ponieważ wojna jest prowadzona również 
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w sferze medialnej, gdzie widzowie są aktywnie zaangażowani i zmotywowani do pomocy 

finansowej (crowdfundingiem) oraz do przekazywania informacji, co wspiera politykę państwa 

i buduje poparcie dla działań militarnych. To zaangażowanie przekształca się w pieniądze, które 

są wykorzystywane do zakupu i uzbrajania kolejnych dronów FPV, tworząc samo-

wzmacniający się cykl pozytywnego sprzężenia zwrotnego (self-reinforcing positive feedback 

cycle) [1,2]. W ten sposób treści wideo stają się walutą, napędzającą machinę wojenną  

i kształtującą globalną percepcję konfliktu [3,4],. Badanie podkreśla, że mediacyjne funkcje 

platformy, takie jak gromadzenie archiwów i mobilizacja poparcia, stają się równie istotne, jak 

ich funkcja jako kanału propagandy i dezinformacji. 

 

Słowa kluczowe: drony, YouTube, wojna rosyjsko-ukraińska, propaganda wizualna, 

mediatyzacja, crowdfunding, wojna partycypacyjna. 

 

 

Analysis of the portrayal of drone strikes in the context of the 

Russian-Ukrainian war on YouTube – the perspective of 

propaganda, visualization, and digital mobilization 

 

 

Abstract 

The Russian-Ukrainian conflict (2022–2025) represents a paradigm of digital war, in 

which a technological triad has become a key element: social media, digital crowdfunding, and 

commercial drones. The aim of this article is to analyze the ways in which drone attacks on the 

battlefield are presented visually and narratively in video materials published on the YouTube 

platform, with emphasis on their role in strategic communication and resource mobilization. 

The study, based on video content analysis (2021-2024), identifies dominant visual patterns and 

propaganda techniques. These materials, often recorded in high resolution using digital zoom, 

create a "God's-eye view" perspective, which facilitates the perception of combat as a technical, 

morally distanced act, consistent with mechanisms of enemy dehumanization (e.g., terms such 
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as "foreign animal hunter" or "ukronazis"). This issue is crucial, because war is also being 

waged in the media sphere, where viewers are actively engaged and motivated to provide 

financial assistance (through crowdfunding) and to share information, which supports state 

policy and builds support for military operations. This engagement translates into money that 

is used to purchase and arm successive FPV drones, creating a self-reinforcing positive 

feedback cycle. In this way, video content becomes a currency, driving the war machine and 

shaping global perception of the conflict. The study emphasizes that the mediating functions of 

the platform, such as archival collection and mobilization of support, become as important as 

their function as a channel for propaganda and disinformation. 

 

Keywords: drones, YouTube, Russian-Ukrainian war, visual propaganda, 

mediatization, crowdfunding, participatory warfare. 

 

Wprowadzenie: wojna jako spektakl i proces partycypacyjny 

 

Współczesny konflikt rosyjsko-ukraiński jest powszechnie określany jako najbardziej 

zmediatyzowane i udokumentowane wydarzenie w historii, charakteryzujące się 

wszechobecnością treści generowanych przez użytkowników (UGC) [5]. Rozwój cyfrowy 

(tzw. Digital Turn) umożliwił jednostkom, wyposażonym w smartfony i dostęp do platform 

cyfrowych, stanie się zarówno głównymi dokumentalistami wojny, jak i jej głównymi 

odbiorcami [5]. 

 

Centralnym elementem tej transformacji jest bezprecedensowe wykorzystanie dronów 

(UAV), w tym tanich, komercyjnych dronów FPV, które stały się narzędziem integrującym 

walkę kinetyczną z wojną informacyjną. Jak ujęto w literaturze, jest to "wojna cyfr" (war of 

digits), w której stuknięcie w ekran może aktywować zrzut granatu z drona, stanowiąc 

ostateczną integrację walki kinetycznej i informacyjnej [6],[7]. 

 

W kontekście analizy treści wideo z dronów na YouTube, kluczowe jest zrozumienie, 

że platforma ta pełni funkcję wykraczającą poza zwykłe archiwum czy kanał informacyjny. Jest 
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to arena wojny partycypacyjnej (participative warfare), w której granice między pokojowymi 

obywatelami (quīritēs) a walczącymi żołnierzami (mīlitēs) ulegają zatarciu, a społeczeństwo 

jest aktywnie wciągane w konflikt[8],[9],[10]. W tej nowej ekologii wojennej, widzowie nie są 

biernymi obserwatorami; są czynnie angażowani i motywowani do wspierania wysiłku 

wojennego na wielu poziomach. 

 

2. Cyfrowa mobilizacja: triada mediów, crowdfundingu i dronów 

 

Wojna w domenie cyfrowej jest strategicznie prowadzona nie tylko w celu zniszczenia 

przeciwnika na froncie, ale także w celu uzyskania i utrzymania wsparcia globalnej i krajowej 

publiczności. Spektakularne materiały z ataków dronów są centralnym elementem tego procesu 

mobilizacyjnego, wpływając na politykę, finanse i morale. 

 

2.1. Angażowanie widzów i wzmacnianie linii frontu (crowdfunding) 

 

Najważniejszą formą zaangażowania publiczności w mediach społecznościowych jest 

cyfrowy crowdfunding, który stał się "finansową bronią wojny" [11,12]. Zjawisko to, 

napędzane globalnymi horyzontalnymi sieciami platform mediów społecznościowych  

i systemów płatności online, umożliwia cywilom na całym świecie bezpośrednie wspieranie 

jednostek wojskowych [13],[14],[15]. 

Mechanizm Sprzężenia Zwrotnego: Filmy z dronów, często ukazujące ich śmiertelną 

skuteczność, są rutynowo udostępniane przez jednostki wojskowe lub mil-blogerów w celu: 

    ◦ Uzasadnienia wydatków: Filmy służą jako dowód, że zebrane fundusze są dobrze 

wykorzystywane, co przyciąga kolejnych darczyńców [16],[17]. 

    ◦ Wzmacniania cyklu wsparcia: Cykl ten, opisany jako pętla pozytywnego sprzężenia 

zwrotnego, polega na tym, że udany materiał wideo stymuluje dalsze datki, co prowadzi do 

zakupu i uzbrojenia większej liczby dronów FPV, które następnie generują nowy, emocjonalny 

kontent[18],[19]. 
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Personalizacja Aktu Zabijania: Elementy recepcji społecznej są celowo 

wykorzystywane do zwiększenia zaangażowania. W literaturze zauważono, że drony są często 

nazywane imieniem sponsora lub na ich amunicji umieszczane są osobiste, śmiertelne 

wiadomości od darczyńców (np. „T90 go BOOM” lub „Love from Odessa”), co personalizuje 

i wciąga widza w akt walki [20]. [21]. 

 

Skala Zjawiska: Choć część darowizn trafia przez oficjalne platformy, ogromna ilość 

środków jest zbierana przez pośredników i przekazywana bezpośrednio jednostkom 

frontowym, często poza kontrolą tradycyjnej hierarchii wojskowej [22],[23],[24],[25]. 

 

2.2. Kształtowanie polityki i promocja strategiczna 

 

Wojna w mediach ma bezpośredni wpływ na politykę wewnętrzną i zewnętrzną. 

Wizualizacje z dronów są wykorzystywane jako potężne narzędzie w strategicznej komunikacji 

[27]: 

 

● Wpływ na Poparcie Międzynarodowe: Kampania informacyjna, transmitująca sukcesy 

ukraińskie na polu bitwy, jest kluczowa dla utrzymania międzynarodowego wsparcia  

i dostaw broni [28,29,30]. W ten sposób sukces na polu bitwy kształtuje strategię 

darczyńców, zamiast odwrotnie [31, 30],. Udane akcje dronów, dokumentowane  

i udostępniane w mediach, są "przekazywane" zachodnim wyborcom jako dowód, na 

co zostały przeznaczone ich pieniądze i dlaczego dalsze wsparcie jest potrzebne [31, 29, 

30]. 

● Budowanie Grupy Wyborców i Wpływ na Politykę Wewnętrzną: Choć bezpośredni 

związek z budowaniem grupy wyborców w kontekście polskiej ankiety nie jest badany 

w źródłach, ogólna strategia dezinformacji ma udokumentowany wpływ na procesy 

demokratyczne i politykę [32], [33]. W kontekście ukraińskim, cyfrowa mobilizacja  

i uczestnictwo w dyskursie wojennym prowadzi do zatarcia granic między żołnierzem 

a cywilem [34],[35],[36]. Obywatele, którzy angażują się w infowar i aktywizm (np. 

poprzez dotacje i przekazywanie informacji), stają się uczestnikami [36],[37], a ich 
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zaangażowanie jest wykorzystywane do promowania i legitymizowania krajowej 

polityki obronnej, co jest procesem centralnie zachęcanym przez władze [4]. 

 

3. Wizualność i narracja jako waluta zaangażowania 

 

Wideo z ataków dronów na YouTube jest podstawowym produktem informacyjnym, 

który generuje opisaną wyżej partycypację i fundusze. 

 

3.1. Estetyka ataku i dehumanizacja 

 

Ujęcia z dronów są skonstruowane komunikacyjnie tak, aby maksymalizować efekt 

propagandowy [38]. Analiza treści ujawnia trzy dominujące typy ujęć [39]: 

 

● Ujęcia Rozpoznawcze i Panoramika: Często prezentują „perspektywę oka Boga” 

(God's-eye view) [40], zapewniając szeroki widok pola bitwy. Chociaż ta perspektywa 

może obniżać psychologiczne obciążenie związane z zabijaniem, pokazując ofiary jako 

zdystansowane sylwetki [41],[40], to jednocześnie intymne zbliżenia w jakości 4K 

FHD, z użyciem nawet 56-krotnego zoomu cyfrowego, ujawniają „nieskrępowane  

i całkowite okrucieństwo” pola walki [42],[43],[44]. 

 

● Ujęcia Ataku i Efektu Trafienia: Są to sekwencje montażowe wzmocnione dramaturgią 

(muzyką, slow motion i powtórkami), upodabniające sceny walki do estetyki gier wideo 

[45],[46],[47]. W narracji towarzyszącej tym wizualizacjom stosuje się techniki 

propagandowe, takie jak Osłanianie Etykietami (Name Calling), polegające na 

odczłowieczaniu wroga. Przykładowo, rosyjski dron Lancet został nazwany „foreign 

animal hunter” (zagraniczny łowca zwierząt) [48],[49],[50]. Stosuje się również 

technikę Transferu (Transfer), gdzie umieszczenie ukraińskiej flagi w zasięgu ataku 

drona symbolicznie przedstawia całe państwo jako legalny cel wojenny, godny 

zniszczenia [51], [50]. 
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3.2. Podwójna rola wideo: propaganda i kontrola 

 

Drony nie tylko generują propagandę wymierzoną w przeciwnika, ale też mają potencjał 

do „nadzorowania wydajności bojowej własnych żołnierzy” [52],[53]. W warunkach 

nowoczesnej, profesjonalnej wojny, dowództwo, siedzące za ekranami, zyskuje możliwość 

bezpośredniej, optycznej i w czasie rzeczywistym kontroli manewrów, efektywności ostrzału  

i dyscypliny podległych jednostek [54]. Choć w kontekście ukraińskim ta opresyjna funkcja 

jest minimalizowana [55], to perspektywa "wszechwidzącego oka" drona ma potencjał do 

narzucenia mobilnej kontroli nad własnymi oddziałami [52],[56]. 

Co więcej, wszechobecność wideo z frontu na platformach społecznościowych, nawet jeśli są 

to nagrania wroga, pozwala na "podwójny mechanizm sprawdzający" zachowanie własnych 

żołnierzy, gdyż ich błędy stają się publicznie dostępne [57]. 

 

4. Psychologiczne i społeczne skutki cyfrowego spektaklu 

 

Intensywny obieg materiałów wojennych ma głębokie konsekwencje dla odbiorców  

i uczestników konfliktu. 

 

4.1. Hierarchia partycypacji i erozyjne działanie mediów 

 

Wojna partycypacyjna ustanawia hierarchię zaangażowania [58]. Obejmuje ona różne 

poziomy: od pasywnego widza (uciekiniera z Nowej Zelandii) [59], przez zaangażowanie  

w infowar i aktywizm (NAFO, darczyńcy), po ochotników i żołnierzy w walce kinetycznej, 

ponoszących największe ryzyko [59]. 

Dla masowego odbiorcy, nadmiar treści medialnych może prowadzić do „znużenia 

współczuciem” (compassion fatigue) [60] lub „emocjonalnej znieczulicy”. Zjawisko to, 

opisywane jako „efekt Húrina”, polega na paraliżującej, bezsilnej obserwacji cierpienia,  

w której widzowie, choć zaangażowani w obieg informacji, pozostają bierni i ulegają 

„fałszywemu poczuciu aktywności” [34],[61],[62],[63]. Pomimo heroizmu i jedności 
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pokazywanej w niektórych materiałach [64],[65], ostatecznie chroniczne bombardowanie 

sprzecznymi informacjami może prowadzić do obojętności [66]. 

 

4.2. Ryzyko dezinformacji i manipulacji 

 

Dominacja treści UGC w mediach społecznościowych w połączeniu z modelem 

rosyjskiej propagandy „firehose of falsehood” (potok fałszu) – charakteryzującym się dużą 

objętością, szybkością i brakiem spójności z obiektywną rzeczywistością [67],[68],[69],[14] – 

stwarza warunki do manipulacji i osłabienia krytycznego myślenia [70],[71]. 

Fałszywe obrazy i narracje związane z dronami są intensywnie wykorzystywane w celach 

propagandowych [72]. Choć większość fałszerstw jest prosta (dekontekstualizacja obrazów) 

[73], są one dystrybuowane w celu wpływania na globalną opinię publiczną i podważania 

legitymacji działań [74]. W ten sposób walka o uwzględnienie polityki jest prowadzona 

równolegle z walką kinetyczną. 

 

 

5. Wnioski 

 

Analiza wizualnego i narracyjnego przedstawiania ataków dronów na YouTube 

potwierdza, że platformy społecznościowe są obecnie integralnym elementem prowadzenia 

wojny, służąc zarówno celom kinetycznym (poprzez dostarczanie informacji w czasie 

rzeczywistym i środków finansowych), jak i strategicznym (poprzez budowanie poparcia 

politycznego i finansowego). 

 

1. Cykl finansowania i partycypacji: Filmy z dronów stanowią kluczową walutę  

w cyfrowym obiegu, mobilizując globalną widownię do pomocy finansowej (crowdfundingu) 

na skalę przemysłową [11],[4]. To zaangażowanie cywilów w dostarczanie środków  

i informacji zaciera tradycyjne granice między cywilem a żołnierzem [34]. 
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2. Narracja i wpływ polityczny: Propagandowe przedstawienie ataków dronów 

(bohaterstwo, techniczna wyższość, dehumanizacja) jest strategicznie wykorzystywane do 

kierowania promocji polityki i utrzymywania poparcia, szczególnie w krajach zachodnich, 

gdzie oczekuje się widocznych sukcesów militarnych w zamian za wsparcie finansowe 

[31],[30]. 

 

3. Wizualny reżim dominacji: Wizualizacje z dronów, oferujące perspektywę God's-eye 

view i intymne zbliżenia, mogą być nie tylko bronią, ale też narzędziem nadzoru nad własnymi 

wojskami [52] oraz przyczyniają się do normalizacji przemocy i erozji krytycznego myślenia u 

odbiorców (efekt Húrina) [62],[63]. 

W epoce wojny cyfrowej zrozumienie, w jaki sposób technologia wizualna aktywnie kształtuje 

wsparcie polityczne i mechanizmy finansowania konfliktu, jest niezbędne dla bezpieczeństwa 

informacyjnego. 
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